SECURITY UPDATE MANAGED

SERVICES (SUMS)

ENHANCE SECURITY WITH AUTOMATED PATCHES

With multiple operating systems to maintain and new software

vulnerabilities exposed daily, protecting your infrastructure is critical.

That’s why you need a way to assess, deploy and manage security
patches efficiently. Security Update Managed Services (SUMS")
addresses that need with an automated patch process.

SUMS* works to continually acquire, test,
package and distribute multiple patch
policies at once, removing considerable
patch management overhead.

How does it work? The SUMS* automation
agent continuously monitors and reports
endpoint state, including patch levels,

to a management server. This agent
also compares endpoint compliance
against defined policies, such as
mandatory patch levels.

Your organization can quickly create a
report showing which endpoints need
updates and then distribute them within
minutes. IT administrators can safely
and rapidly patch Windows®, Linux®
and UNIX® operating systems without

domain-specific knowledge or expertise.

Once deployed, SUMS* works to
continually reassess the endpoint status
to confirm successful installation and

to update the management server in
real time.

KEY BENEFITS

> Automates the updates that
can secure your system

> Predictable annual cost helps
you avoid surprises and
budget effectively

> Operating System patches are
pre-tested with VIDA® systems
for continuity of mission-critical
communication services
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L3Harris Technologies is an agile global aerospace and defense technology innovator, delivering end-to-end
solutions that meet customers’ mission-critical needs. The company provides advanced defense and commercial
technologies across air, land, sea, space and cyber domains.
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