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The feature supports either an authority-issued, customer installed certificate or a 
customer generated certificate. 

A customer-generated certificate requires installing the public key on each 
BeOn client device using standard client device operating system mechanisms, 
such as email, device management push, HTTP key file download or side-load. 
The Airlink encryption feature can be enabled or disabled on a system-wide 
basis.





Cybersecurity for Critical Communications Systems  |  7

SECURITY CAPABILITIES DESCRIPTIONS

Access Control  › Active directory services

 › Certificate authority



Non-Export Controlled Information


